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	Unit 10 - Enterprise
	Instructor
	Time
	Comments

	Enterprise is the web-based version of e-ISuite.  The functionality in Enterprise and Site mirror each other with a few exceptions.  Those differences will be covered in this Unit.
	
	
	The use of Enterprise requires stable access to the Internet.

Further detail on the differences between Enterprise and Site are in a document titled “Differences Between Enterprise and Site” available on the e-ISuite webpage.

	Access to Enterprise
· URL for Enterprise is different than Site
· Access requires a valid NAP Account
· The user account must be brought into Enterprise and assigned roles
	
	[bookmark: _GoBack]
	NAP accounts are requested by the individual through the NAP Webpage:  https://nap.nwcg.gov/NAP/
A link to Enterprise is provided on the e-ISuite webpage.

	ROLES
	
	
	

	Account Manager – Enterprise
· Privileged role
· The only role that can bring NAP user accounts into Enterprise
· The only role that can assign or remove roles 
· Edit a user account within what’s allowed in e-ISuite
· Enter/edit user’s Unit ID
· Enter/edit user’s contact information
· Can remove a user account – this does not affect anything in NAP
· Enable / disable a user account
	
	
	It’s recommended that each office have at least one Account Manager that can manage user accounts for their office.  Some areas/agencies have an established process for managing user accounts – contact the local Incident Business person for specific info and advise students.

An Account Manager cannot reset a user’s password in Enterprise.  Passwords are managed by the user through the NAP webpage.

	Data Steward – Enterprise
· Non-privileged role
· Incidents
· Add / edit an incident
· Delete an incident (limitations apply)
· Add accounting codes
· Add non-standard reference data
· Add / remove individual users
· Add / remove User Group
· Incident Groups
· Create/edit an Incident Group
· Remove an incident from a Group (limitations apply)
· Assign / remove users
· User Groups
· Create / edit a User Group
· Delete a User Group 
	
	
	Users:  when a user account is assigned to a single incident, and that incident is subsequently added to an Incident Group, the users in the single incident have access to the Group.  However, any new user accounts must be added to the Incident Group in order for the user to access the Group or an incident within the Group.

User Groups:  a file can be created for users who are commonly assigned to an incident (e.g. IMT members).  The file can be saved on a portable media drive and imported into another incident.  This can save time and errors by reducing the need to create the accounts for each incident.

	View / Hide Incidents
· All non-privileged user accounts have the ability to select which incidents display in their Incident grid in Enterprise.  Click on the “Customize Data View” icon located under the main Menu buttons, and select incidents to exclude from the view, or include incidents previously excluded.
	
	
	

	Restoring an Incident
Currently, there is no way to restore an incident in Enterprise.  A Data Transfer file can be used to create an incident from a Site database, but there is no restore functionality in Enterprise at this time.  
	
	
	Contact the IIA Helpdesk if an incident needs to be restored that was mistakenly or inadvertently deleted.

	Resource Inventory
· A list of local ROSS resources
· Limited editing
· Resource Name
· Item Code
· Cell Phone number
· Add Resource from Inventory – 
· Add local resources to an incident without having to re-enter the resource’s data. 
· Can also roster resources from the Resource Inventory

	
	
	The Resource Inventory is unique to Enterprise, it is not available in Site.  A user’s Resource Inventory View can be changed as needed to facilitate working in an incident in another office/area without having to travel to that location.

	Reference Data – Non-Standard
· This functionality is available in Enterprise and Site
· Add/edit non-standard reference data for:
· Agency
· Unit ID
· Jetport
· Item Code
	
	
	Standard reference data cannot be edited by regular users.  Non-standard data is sometimes needed, so a user with the Data Steward role has the ability to add items that are not included in the Standard reference data.  See the User Guide for additional details.
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