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	Unit 1 – Introduction
	Instructor
	Time
	Comments

	· Introductions
· Logistics
· Class Schedule
	
	30 min
	

	Overview
· User Support Menu
· Helpful Resources
· Numerous reference documents
· NAP – How to get a NAP Account
· User Guide
· Online Tutorials
· Narrated, self-paced sessions
· Quick Reference Cards
· Where to Get HELP
	
	30 – 45 min
	See Instructor Notes for additional information

Students can access the webpage, or just review on projector screen.   http://famit.nwcg.gov/applications/eISuite/support



	· Differences between Enterprise and Site
	
	
	See Instructor Notes for additional information

	· Security
· Rules of Behavior
· Security Principles
· Personal Information
· e-ISuite User Accounts 
	
	
	User Accounts:  
· Separation of duties requires privileged or non-privileged user accounts
· Roles assigned with “Least Access”, only roles needed to perform expected duties are assigned



	Roles
Privileged User Roles
   Account Manager
· Enterprise
· Limited User Account  Management
· Assign user roles
· Auditing
· Site
· Create a database
· Create/manage User Accounts
· Assign user roles
· Database Management
· Message Board
· Common to both Enterprise and Site
· Enable/Disable User Accounts
· Disconnect User Session
	
	
	User Roles PPT is available

Enterprise User Accounts are established and managed in the NESS Application Portal (NAP).  The Account Manager in Enterprise can bring a NAP account into the system, edit the Unit ID, Resource Inventory View and contact information, and assign roles to the user account.

	   Geographic Rates Manager
· Establishes geographic area-specific rates
   Global Reference Data Manager   
   Help Desk
	
	
	These are offered as information only as they are not assigned often and can only be assigned by the e-ISuite Project members at this time.

	Non-Privileged User Roles/Functional Areas

	
	
	Multiple roles can be assigned to one user account.
Roles should be assigned according to the “Least access” approach – roles assigned only for expected duties.

	· Data Steward
· Create incidents
· Add non-standard Reference Data
· Add a user to an incident (Enterprise)
· ROSS Import
· Financial Export
· Data Transfer
	
	
	The Data Steward who creates an incident automatically has access to that incident in Enterprise.  It’s a good idea to add the Data Steward role to another user account, so there is another individual who can manage incident data and add other users in the absence of the original Data Steward.

	· Check-in / Demob
· Add/edit/delete resources
· Roster/unroster resources
· Prepare resources’ documentation for demob
· Generate reports
· Access to Common Data
	
	
	

	· IAP
· Create the Incident Action Plan
· Use database information to create and fill in the ICS forms for the IAP
· Create/copy/delete forms and plans
· Import PDF files to add to the IAP
· Export IAP files
	
	
	

	· Time
· Add/edit/delete/roster resources
· Manage Employment Type of resources
· Post personnel, crew and contract time
· Post adjustments
· Edit roster data
· Generate OF-288 and OF-286 invoices
· Generate other time reports
· Access to Common Data
	
	
	

	· Cost
· Add/edit/delete/roster resources
· Manage incident resources’ costs
· View/edit daily cost records
· Create/manage Cost Groups
· Generate cost reports
· Access to Common Data
	[bookmark: _GoBack]
	
	

	· Training Specialist
· Manage Trainee and Evaluator data
· Generate Trainee and Evaluator forms
· Generate other Training reports
	
	
	

	Reports
	
	
	Each functional area has specific reports associated with it.  These reports are covered in more detail in the functional units of this course.

	Custom Reports
· Allows users to create non-standard reports
· Build queries that include:
· General report characteristics
· Column Builder
· Sort Builder
· SQL Viewer
· View report as PDF file
· Download data in Excel spreadsheet format
· Copy, Export and Import reports
	
	
	All non-privileged roles allow access to the Custom Reports area.  Views and options available correspond to the role(s) assigned to the user.
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